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4 See footnote 3 to § 701.101.

the individual’s name or other identify-
ing particulars assigned to the individ-
ual, such as a finger or voice print or a
photograph.

(p) Review authority. An official
charged with the responsibility to rule
on administrative appeals of initial de-
nials of requests for notification, ac-
cess, or amendment of records. The
Secretary of the Navy has delegated
his review authority to the Assistant
Secretary of the Navy (Manpower and
Reserve Affairs (ASN(M&RA)), the
General Counsel (OGC), and the Judge
Advocate General (NJAG). Addition-
ally, the Office of Personnel Manage-
ment (OPM) is the review authority for
civilian official personnel folders or
records contained in any other OPM
record.

(q) Risk assessment. An analysis which
considers information sensitivity, vul-
nerability, and cost to a computer fa-
cility or word processing center in safe-
guarding personal information proc-
essed or stored in the facility or center.

(r) Routine use. Disclosure of a record
outside the Department of Defense for
a purpose that is compatible with the
purpose for which the record was col-
lected and maintained by the Depart-
ment of Defense. The routine use must
have been included in the notice for the
system of records published in the FED-
ERAL REGISTER.

(s) Statistical record. A record main-
tained only for statistical research, or
reporting purposes, and not used in
whole or in part in making any deter-
mination about a specific individual.

(t) System manager. An official who
has overall responsibility for a system
of records. He or she may serve at any
level in Department of the Navy. Sys-
tems managers are indicated in the
published record systems notices. If
more than one official is indicated as a
system manager, initial responsibility
resides with the manager at the appro-
priate level (i.e., for local records, at
the local activity).

(u) System of records. A group of
records under the control of a Depart-
ment of the Navy activity from which
information is retrieved by the individ-
ual’s name or by some identifying
number, symbol, or other identifying
particular assigned to the individual.
System notices for all Privacy Act sys-

tems of records must be published in
the FEDERAL REGISTER and are also
published in periodic Chief of Naval Op-
erations Notes (OPNAVNOTEs) 5211 4.

(v) Word processing equipment. Any
combination of electronic hardware
and computer software integrated in a
variety of forms (firmware, program-
mable software, hard wiring, or similar
equipment) that permits the processing
of textual data. Generally, the equip-
ment contains a device to receive in-
formation, a computer-like processor
with various capabilities to manipulate
the information, a storage medium,
and an output device.

(w) Word processing system. A com-
bination of equipment employing auto-
mated technology, systematic proce-
dures, and trained personnel for the
primary purpose of manipulating
human thoughts and verbal or written
communications into a form suitable
to the originator. The results are writ-
ten or graphic presentations intended
to communicate verbally or visually
with another individual.

(x) Working day. All days excluding
Saturday, Sunday, and legal holidays.

§ 701.103 Policy.
It is the policy of Department of the

Navy to:
(a) Ensure that all its personnel com-

ply fully with 5 U.S.C. 552a, DoD Direc-
tive 5400.11 and DoD 5400.11–R, to pro-
tect individuals from unwarranted in-
vasions of privacy. Individuals covered
by this protection are living citizens of
the U.S. or aliens lawfully admitted for
permanent residence. A legal guardian
of an individual or parent of a minor
when acting on the individual’s or mi-
nor’s behalf, has the same rights as the
individual or minor. (A member of the
Armed Forces is not a minor for the
purposes of this subpart and subpart G
of this part).

(b) Collect, maintain, and use only
that personal information needed to
support a Navy function or program as
authorized by law or E.O., and disclose
this information only as authorized by
5 U.S.C. 552a and this subpart and sub-
part G of this part. In assessing need,
consideration shall be given to alter-
natives, such as use of information not
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individually identifiable or use of sam-
pling of certain data for certain indi-
viduals only. Additionally, consider-
ation is to be given to the length of
time information is needed, and the
cost of maintaining the information
compared to the risks and adverse con-
sequences of not maintaining the infor-
mation.

(c) Keep only personal information
that is timely, accurate, complete, and
relevant to the purpose for which it
was collected.

(d) Let individuals have access to,
and obtain copies of, all or portions of
their records, subject to exemption
procedures authorized by law and this
subpart and subpart G of this part.

(e) Let individuals request amend-
ment of their records when discrep-
ancies proven to be erroneous, un-
timely, incomplete, or irrelevant are
noted.

(f) Let individuals request an admin-
istrative review of decisions that deny
them access, or refuse to amend their
records.

(g) Ensure that adequate safeguards
are enforced to prevent misuse, unau-
thorized disclosure, alteration, or de-
struction of personal information in
records.

(h) Maintain no records describing
how an individual exercises his or her
rights guaranteed by the First Amend-
ment (freedom of religion, political be-
liefs, speech, and press; peaceful assem-
blage; and petition for redress of griev-
ances), unless they are:

(1) Expressly authorized by statute;
(2) Authorized by the individual;
(3) Within the scope of an authorized

law enforcement activity; or
(4) For the maintenance of certain

items of information relating to reli-
gious affiliation for members of the
naval service who are chaplains. This
should not be construed, however, as
restricting or excluding solicitation of
information which the individual is
willing to have in his or her record con-
cerning religious preference, particu-
larly that required in emergency situa-
tions.

(5) Maintain only systems of records
which have been published in the FED-
ERAL REGISTER, in accordance with
periodic Chief of Naval Operations
Notes (OPNAVNOTEs) 5211 and

§ 701.105. These OPNAVNOTEs 5211 pro-
vide a listing of all Department of the
Navy Privacy Act systems of records
and identify the Office of Personnel
Management (OPM) government-wide
systems containing information on De-
partment of the Navy civilian employ-
ees, even though technically, Depart-
ment of the Navy does not have cog-
nizance over them. A Privacy Act sys-
tems notice outlines what kinds of in-
formation may be collected and main-
tained by naval activities. When col-
lecting/maintaining information in a
Privacy Act system of records, review
the systems notice to ensure activity
compliance is within the scope of the
system. If you determine the systems
notice does not meet your needs, con-
tact the systems manager or Chief of
Naval Operations (N09B30) with your
concerns so that amendment of the
system may be considered.

§ 701.104 Responsibility and authority.
(a) Chief of Naval Operations (CNO).

CNO is designated as the official re-
sponsible for administering and super-
vising the execution of 5 U.S.C. 552a,
DoD Directive 5400.11, and DoD 5400.11–
R. CNO has designated the Assistant
Vice Chief of Naval Operations (N09B30)
as principal Privacy Act Coordinator
for the Department of the Navy to:

(1) Set Department of the Navy pol-
icy on the provisions of the Privacy
Act.

(2) Serve as principal advisor on all
Privacy Act matters.

(3) Oversee the administration of the
Privacy Act program, which includes
preparing the Department of the Navy
Privacy Act report for submission to
Congress.

(4) Develop Navy-wide Privacy Act
training program and serve as training-
oversight manager.

(5) Conduct staff assistance visits
within Department of the Navy to re-
view compliance with 5 U.S.C. 552a and
this subpart and subpart G of this part.

(6) Coordinate and prepare responses
for Privacy Act requests received for
Office of the Secretary of the Navy
records.

(b) Commandant of the Marine Corps
(CMC). CMC is responsible for admin-
istering and supervising the execution
of this subpart and subpart G of this
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